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KN
W 08:45-09:00

CDIC 2025 Welcome Address:
nanAeuiuIgeu CDIC 2025
© Securing the Future of Thailand’s Digital Infrastructure:
National Cyber Resilience in the Era of
Quantum and AGI
» UrzindAlneuudumolaseafoiusuidvaluomaniisiune:
unumued Quantum waz AGI rLu‘H'iLduILL‘TiJ'i suuALURDAAY
lowwasszaunf

I(N
09:00-09:15

CDIC 2025 Opening Ceremony:
nanasu CDIC 2025
© Driving Thailand’s National Strategy for
Cybersecurity, Quantum, and AGI: Building Trust
and Resilience in the Digital Future
» TuiAReugNsFanivIAduluiued Quantum uaz AGI:
grnudsiuuazanudangululanfdviauvisauian

& AT.ANTIN ‘N_ﬂﬂﬂnﬁna
HE1UIEMT LeABRIMATILEDN AL Sszmalne
dinnuimuTInemaniuazimalulatiuiani

FPUURINIMINEVIWATT LA TEER IRE oA Y
NIDALNY (Bg Iz TeuT)

KN
LEY 09:15-09:30

Keynote Address :
© Strengthening Thailand’s Cybersecurity Readiness
for the Quantum and AGI Era: Future Threat
Response Action Plan
» ansziuaMuwiauluuefuasdszvalne gan Quantum ua: AGH:
usulfuRmsTuileAsanmuLionuIA e
& WRDINIAAT BN UMY
WweEmIAMEnTIuAIMinwANuuAcaandaldua s ue A (snu.)

KN
LY 09:30-09:45

| Keynote Address :
| © From Data Protection to Fraud Prevention:
The Past, Present, and Future of Call Center
Threats under PDPA
»y AnsAnATBstauagnsllosdunisdalae: afin a0y
LazoNIARTBIABLALA INTAWTelA PDPA

& N.A.0. mmﬁ waeth
KN
LY 09:45-10:30

LRUIENISAMEATIY r1"°.ir’“lﬂ “GBESB’IEJTI”%'JF‘QEJ (HAH.)
Keynote Address :

© Cyber Frontiers 2026: The Top Ten Threats and
Trends Defining the Next Security Battleground
The Future of AGI and Quantum Supremacy in
Shaping the Next Era of Intelligence
» 10 8UAY ABAN ﬁm“::r,wuna"ﬁmrhWun? TH3iAM wwwﬂﬁu
Tutl 2569 aurAnuDailayy Uszhing 11 (AGI) uRz ASHSENATS
ABUATTUIRUDIAIDUAY ABLNIFHS

& 0.0 weueun

U5EN eda [Uswladuda Wuwes dine wa: v luwesnsey i

Networking & Refreshment Break

KN
06 11:00-11:30

© Building Cyber Resilience with Al-Powered Bitdefender Technologies: EDR, XDR, MDR,

PHASR, and CSPM+
v LETUATY

- -
- -

Cyber Resilience faumalulad Al vas Bitdefender: EDR, XDR, MDR, PHASR uaz CSPM+ ‘ .

& Anns ladud
Presales Engineer, Bitdefender (Thailand)

Suwsn 26 wWOASMYU W.A.

KN
07 11:30-12:00

O Sovereign, Scalable, Secure: The 3 Pillars of Future-Ready AGI Infrastructure
v lasosfonugulneluga AGH Wemalulaginaaduewantosgiie

WA B

& AMAKHT 18NN

= ' Iy - T o
AWETARUFAATBAAANT, VU waRud aulvs Wwediw

Digital Management Session
(DS)

13:30-14:00

© Application Delivery and Security for
Al Applications: Navigating Modern
Al Architecture
» IzaagvsUnileoazuu Al
AIpRALULLRZ I nwANUUReAAENTREATTY Al el

& Andndand guduAddes
m«mmmmmﬂur. F5

DS R
¥y 14:.00-14:45
© Surviving the Digital Future:
How Cybersecurity and Human Behavior
Are Undergoing a Paradigm Shift
» mamiinsanlugrRdiaouian:
anulneadomoluweitasnginssnuywimanndyi
mafsuLlaenTzuINiATAd ALY "
2 a5.00R lawsigns
UszsuAsTUMS TB-CERT

DS
LV 14451530

© Third-Party Al Risk Management:
Due Diligence in the Age of AGI

» MaEMIANIEDIN Al wBIUA ARTiEL
quﬂ AGI

© From Compliance to Competitiveness:
Building Secure Digital Ecosystems
in Thailand
» BindommuaganuaIalumIutedi:
ahoszuuAINa inslidumouas dofu

TS
01

© Beyond Phishing Tests: Effective Strategies
For Managing Human Risk
» nAimanageuieds: damsanude
mﬂwqﬂr‘u;mmw
DENITIEYRRIA

o oo

& amiun ?Jw‘n'n
r ST el % :
UTey oaflning 9nm

& Mr. Guishan Shah
tegional Account Executive
KnowBed

TS
02

© Gen Al and AGI Enterprise Strategy
Roadmap
» EMsAERTOYANTEA Gen Al uaz AGI

.'I’J::‘r"i'?'.]f"ﬁ‘i:ﬂi.'t:"‘ii"'ld' ril FIE P ']'HUL,\ L o[

oy

TS
03

© Governance by Design:
Building Trust in Generative Al through
Thailand’s National Guideline

» ATAUAIEATTOBAKUL: §319ANUTBNNAD

s ; R 1719 R -
nerative Al mMALWINIG AIGC WWaTR <
Generative Al muuwIma AIGC 1 A & o, Anf wngunn
lSnwonls
FIHAHNRIEgIN I 0BIENNIaUng (ETDA)

(5)

(5)

Beyond the Perimeter: Modernizing Active
Directory Protection Against Lateral
Movement and Privileged Access Abuse
snszAuMItlasdu: Unileo Active Directory
namslau@oRnuazmIndnfneg 1
£ Aailuning 91919
5%3'[:' nIdte, Silverfort

'n ..’
- -
»

Thailand’s Quantum Innovation Strategy: &

Building Infrastructure, Ecosystem, f w

and National Security Readiness

ARENTUINNTIUNAIBUANU TS L'|'|I°15r|ﬂ Wailasos t;leuﬂ 1
FEUUTNALREANUNIEY MUATIHIHATIDITNRA

n1.dsimil AeUdauun

‘1J’.z::’_ unis W’m‘éf aL“-:p_i_’;:;.|r291'-J

N

Integrating Cybersecurity and Enterprise Risk
Management (ERM) Using NIST IR 8286:
From Theoretical Models to ERM Al
Automation Platform " ) - 3
q‘;‘tu“-rrrim':111.|1J_f='|ut'c'mc=maL'uLuE‘;'-,;cq::r1‘1‘;‘1’:w1‘;'f='r;'|1.L';fw
80rAnT (ERM) munann1s NIST IR 8286: a1AuuudInas
dongeaunanasuanluiifnne Al
DonaEaR o ulﬁmm AOULOUN
, CBCI, C5X, wparl, COPSE, COB i ation, COB TIHET
¥ L_ul‘ln A aLI.:‘l‘i]a
AR uar U3 lewednsou iim

CSELF, 55CF, CASE,

USEn eds luswaduda dumes

Networking & Refreshment Break

TS
05
iy -

@ Al & Cybersecurity: Securing Tomorrow
v Al Ldidads: afeuraoanulile
Tuszuumaia
Cyber-secret futurist Arthur Keleti and cybersecurity professor
and leader Prinya Hom-anek explore cybersecurity's evolution
in the Al era. Discussing AGI implications for humanity,
Al system safety, ethical frameworks, and actionable guidance
for providers and customers navigating our Al-driven future. 5y

& Mr. Arthur Keleti
Cyber-Secret Futurist

Founder of Info-/Cybersec, Trends, Buzz & Networking - ITBN

s )

GPT-5 and Gen Al Redteaming
GPT-5 unzn17 Redteaming A8 Generative
Al: pusime lwdenu Generative Al

g o

wn. Juzqnd anateaoA

87973 L‘H‘l"IUPL ’°JUT°J i PWINETATRATTDL L&
ﬁ‘.‘lﬂlﬂ’,ﬁ.u‘-’lr URZUIA Lsowe1uIaAs Iy

N\

Cryptography in the Real World:

How & Why Cryptosystems Fail
maisidlulanuepnuiduade
v lussuudn s WS IR LIWaD

SSAF, ISSMP,
Security & ldentity Strategist
Board of Dirsctors, ISC2 | vCISO | Author

2\

o
Al Forensics: Techniques, Tools, and Legal
Challenges in Auditing Intelligent Systems
dansman fggnusavg: Geujl
LATBIHE LATATILYIINIENIaN,NLNE
lumsnmaseussuulggilssivs

AR

W0, UYWA ATYQAD
‘PJ~|'""“'J|‘""I‘
HEN JFUJ HATUITRLUD 11'” W1

s}

Shadow Al: The Hidden Risk Inside

Your Organization
‘WerlIF].'] Al F‘?WIJL%&?J- ¥ 'fJT..lL“..lﬂ'IFJ 'l W‘Hﬂﬂ‘i ‘
‘H‘ﬂ ﬁﬂ1ﬂ7r"‘JﬂLLﬂﬂ7JL‘r]Lﬂmiiﬂ LHLAR
WRZUIMN T HIJ“]

A

AMWINTHY UszminAna
AuimsAuanuiuRURDAA BRI TRUWA (CISO)
drinnuWusInsIueBianvIating (ETDA)
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Digital Management Session
(DS)

DS
ULY 09:00-09:45

© ISO/IEC 42001 Implementation Case study:
Building Trustworthy Al Management
Systems in Regulated Industries
¥ H30TZUUNISUTIIIAMS Al uRzATITUTINT

ﬂ'ﬂmﬁﬂﬂﬂmﬂﬂwﬂngﬂmmHmumﬂumﬂ shormudeda
AT uazreUfuRnsms]

DS
ogF 09:45-10:30

@ Al-Augmented Cyber Defense:
Innovation Beyond Traditional SOC
3 3:UUﬂﬂﬂﬁuﬁﬂ1‘ﬂlUEl‘§ﬁﬁulﬂaﬂ‘uﬁ']ﬂ Al:
winnTsufimianneud SOC wuuthy

& oot Tuil

DAY 2

SUWOQKEUGA 27 WOADMEU W.A. 2568

Technology Management Session
(TS)

TS
06

© OWASP Top 10 for LLM Applications 2025:
Understanding and Defending Against
the New Wave of Al Threats
» 10 AMuLdesfu LLM 1 2025 10 OWASP:

il mmflﬂamfnﬁ1’1umﬂi]un,ﬂmﬂuﬂﬂﬁnmmﬂuuﬂﬂn
Bluﬂﬁ Al 'Lvmtmum

TS
07

@ The Next-Gen SOC: From Reactive to
Predictive with CyberNest
(Threat Intelligence)

» SOC ﬂﬂ'l‘wn winlaugn® AosL” g PIRASEL
ﬂ']tlﬂ’]‘i‘ilutﬂﬂﬂuiﬂﬂ CyberNest (Threat Intelligence)

Q8. CISER, CISA. AIGP
Urzsnudmhfiuimsfivine Ccco
i o@s [nadute Wuned @1n

& nmunﬂi ﬂ?mﬂ'l
'IJT'E']‘I.II.S]'I‘:-'IH']‘!‘]UEH']T CEO
visn luwedaseu sidn

& 0.48n yenAuNAR

CISSP, CISA, CISM
He1uen)sHNEUIATAYTART

U3un 1098 IWalsduds Wuned s1in

- 14 r o« W 1“
il 'ﬂlﬁllﬂﬂ_fﬁﬂlﬁl AULUNDY
Unzsnwdmihiiehedfjiiinms OO
uiEm luwednseu $1in

10:30-11:00

Networking & Refreshment Break

KN
08 11:00-11:30

O |dentity is the New Perimeter: Enhancing Visibility, Detection, and Response with ITDR in Sophos Central \
» Identity is the New Perimeter: #inszAuA1sUBILAL A1SATIIIL UeZAMSABUSURY fe ITDR Tu Sophos Central l:'.

& AnaiganT eAenlsy
Senior Sale Engineer, Sophos

Lunch & Networking

—~ Panel Discussion: ¥ovlaoun
[y 13:30-15:00
© At the Crossroads of Quantum and AGl: Government and Private Sector Collaboration Advancing

Policy, Innovation, Security, Ethics, and Strategic Implementation

» o qaABuwis Quantum ua: AGI: §§-entulnesiusiweuaayniia Moulawns winnsu

dmmegemutlsensdt Tl9Sosssu taumthaeunul§iim

& WAR.9.A. T YUY
@NEATIAMIZATIUATANTS AM AN LATUAS
Unaadvlywesusiend (anut)

& Amalsn guuziund
HennemIanlashamiu
2 Raaug Jsuinsaidigns LesirtEouenussdume uladsaauma
Rennums sUIALeUIzI ALY
MemAukazanasauAnudssiumalulagasaumna
dineupAsznIINmMImAumdnminduazamandaming (n.a.n.)

& SA.AT. sml‘m uuuw
HouIen13 aentuledud

& Moderator:

2.uSuniqns wWsuedimluna
auuen
AUIANANUNLAIUREAANIZULENTFUWA (TISA)

@ 15:40-16:00

© Visible the Invisible: Human sensing through Wi-Fi

» uaamumuﬁamum‘[umu 1dims m*mauﬂaaﬁ’mmm
Wi-Fi me um‘:mﬂﬂﬂﬂﬂuﬁmﬁﬂﬂmmw

@ 16:00-16:20

© From Recon to Exploit : How Al Can Autonomous Hacking
» Al udnaaldeTovse? nmssenwuuuisms lauAiugULULl

@ 16:20-16:40

© Prompt, Poison, Pwn: The Dark Side of LLMs
s ) o o ow e
v emsonmeiuens: Weenaumuiinteo LLMs

& AMNoANT 1ONRNINA
Lead Cybersecurity Consultant
SOSECURE Co., Ltd.

& Anigind weniSoolwen
Lead Cybersecurity Consultant
SOSECURE Cao., Ltd.

& Aoita1ing Weudszaisymn
Senlor Consultant
whan wds Tuswlsdialh dhuned $1dn

& 0. dunsugns UszAdanaIal
CISSP, CISA, PCI-QSA, GXPN, GWAPT, OSCP, SPSE. COSK
Founder and CEQ

& Amnigan Bum
) : Af‘soolate Consultant
Cynius Cybertech and Consulting

uiun weds Tuswaduds dhuned s

Closing Ceremony
& Lucky Draw iPhone

mMuuANIsTuNLRss1eaziBsnoeiinisilfsuudas iusissadildgdoyssigaldf www.cdicconference.com/agenda
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o Grand Hall gudiinssAnisunzmsdszguluma ngommwy

G nayilvae

© wuImsssAuge (CEO, COO, CRO)

© AUSMIIHUMATEAUES (CIO, CTO, CDO)

© AuSmsssuuANUReRdutayRsALge (CSO, CISO)
© duivmsniedoemslusenuleiiuazssaumd

(Vice President, Assistant Vice President, IT Director, IT Manager)

© fuimsihegsia HuIMmseRdvia guimsdieuinnssu
WUIsW18n13mRIM (CBO, CDO, CIO, CMO)

» = % a
(> wﬁmmzyua:mﬂ?nmmamuszwmmumﬁummmﬂaamnm
msloiwes (IT Specialist, Cybersecurity Specialist, IT Consultant)

© yamnsmulefivoswiisnumaizuasienty
(IT Security Practitioner)

© JuaszuuiindsnuazssuuUjunn1sresesAns
(Network & System Administrator)

© wnTIVNRUTZVUFITEUWA (IT Auditor)

© AW TanALIF (Software Developer)

> o o
AUNRUASHIUNTATUNUY

© suuun 2 4 - myustesusasasn (Conference 2 Days)

B Tuilduan Suil 26—27 WEAINBY 2568

© 17818:30-17:30 w.

Q s rjuﬁﬁwﬁﬁm':ua:m'iﬂ'::qu'lmm (BITEC)
© MAUGUR - MsisAnTauRnUGUR

& FUMUAUR Messiduamulusmeaidew

© 1781 9:00-16:00 w.

Q sowil Tsoususziu 4 anlungowmms

dezleviannisinsaneiuy CDIC2025

© YA INslumBUNNIE (Law Enforcement)
© yAnINsluFIBeUAAUAUR (Compliance / IT Compliance)
© yamnslumssuiimsanuidus (ERM / IT Risk)
© yannslussnuiiivemaninouianes
(Cyber Cop / Digital Forensic Investigator)
© yArInITeey Musmsszuumalulad
(IT Supplier, IT Outsourcing Provider)
© \Fwihildunsesieyasauyaas (Data Protection Officer / DPO)
© HUFTRMT Al ussdliuimsduanad
(Cloud Administrator, Architect, Security Analyst, MSSP/MSP,
Cloud Vendor)
© {uFuams unzddmmaywalulaiaousdu
(Data Engineer, Business Analyst, Quantum Technology Specialists)
© Uszmvuiluiisuladurudrendoieyanouianes
(IT Smart Users)

t d vl
Q) Foivusslafullodiduuun

© vovilszin

© nszidhldionans

© 9 IWNINAVTULRLDINITINY

© fithauuwn 2 T4 wlasuydidnenn
Q L'zlmqwmwns?wﬂwﬁmfﬂi:mﬁlﬂﬂ (Software Park)
Q swnpuANUNUATIREANBTZUUETNWNA (TISA)

Q UTuv 1038 TUsWaduNR [ 9umes s
(ACIS Professional Center)

© jullenudsAnmuluiueilusa Quantum Supremacy
Feuimadiusineyan Quantum Computing e19vnaBMIATEIW
mawnsvisldeglutlagiu wie ﬁﬂﬂ'sﬂutﬁ{?ﬂuu’amﬂnwﬁwm
Post-Quantum Cryptography iWeUnilesteynshanlus=Aussins
unzUszinA

© 1W3uAuutisunssres SOC Au AGI urs Agentic Al

FunwIRauazAAMIBNTEAUMTUGURMIMUANATURDAAE

lowe$ meowmalulad AGI fisnunsaiirszimamanl Mousniuiie
unzmeulsiiunnmulsethoiivs:RvEamm

© nenagwifuiieny Cyber Warfare guuuulwsi
wnlsgupuusspsulawes@ld Al uunuvangesmsleufua:
Uesiunislumaiguas Critical Infrastructure wionsuilaAuanu
mmamuaNiuAsRenAsEAUUSIVA

© w310 Digital Trust A28 Generative Al
Liﬂuim'iﬂ‘s:qnﬂﬂ'i Generative Al 4z Al Aunu (Agentic Al)
WeiusgAnsdesiumondvia violuwumsuimmasy
MU Moy uRzszUUSA TR

© wlsilymn Hallucination uszuuanie Al Regulation a1sin
Anmuismemsmiiuguaiyysing vsaulmeugzsng
W NIST Al RMF, EU Al Act, Thailand Al Governance tWemsld
Al agheiuiindeu

© winunfeuuiladungnuuluweiyalna ,
SUARNOVINBUAZINATTIUEATY 1T W.3.U.MITNIATUIUAY
Unansielgwes (Cybersecurity Act), W.5.U.AuAIDITDYRTIULARAR
(PDPA), wwavnoufjiiama NIST CSF 2.0 iveiiuanusiuaslussAns

© tﬂamiaLﬁ?aiwétﬂmmm's:ﬁugu PO
wuiufhagambenussiusamAunzuTsnmalulaiduiwilan
WouRnURBULNNRS Ussumsal uRzsusoiASateWueiing
ANUNUAIAINIR .

© Fusseiumalesingaueninginsurzuinnisusiga
fudmsusnowaluladwisowansu Cybersecurity, Quantum, Al
Rz Emerging Tech wu Live Show unzanssAmsiilAn wioudoys
@oRNINKTe Ty
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